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1
Introduction
The SFC work item specifies 5GS enhancements to traffic steering policy related to the mechanism enabling traffic steering to the N6-LAN, DN and/or DNAIs associated with N6 traffic routing requirements provided by the AF and exposure to enable AF to request predefined SFC for traffic flow(s) related to target UE(s). The Feature enhancement to 5G core network to support SFC is specified in TS 23.501 [2], TS 23.502 [3] and TS 23.503 [4].
The conclusions of the corresponding study phase are documented in TR 23.700-18 [1].

2
Description
SA and CT aspects: 

The following features were specified as part of the SFC work item: 

-
To enable AF to request predefined SFC for traffic flow(s) related to target UE(s), the Nnef_TrafficInluence API is enhanced to include additionally an SFC policy identifier corresponding to a pre-defined Service Function Chain policy i.e., separate SFC policy identifiers for uplink and downlink traffic of the subscribed traffic. 
-
The 5GC receives from AF policies associating for one UE, a group of UE(s) or all UE(s) some traffic (filter) with SFC policy IDs together with optional metadata where the PCF checks whether the indicated SFC policy IDs and Metadata correspond to an authorized SFC policy. 
-
Based on the request from the AF, the PCF determines a policy per SDF/application for the purpose of steering the subscriber's traffic to appropriated N6-LAN service functions deployed by the operator or a 3rd party service provider where the policy is expressed in a Traffic Steering Policy (TSP) IDs that may be different in UL and DL directions.
-
The PCF maps the SFC policy identifier to a corresponding identifier within the PCC rule (TSP IDs that refers to a traffic steering behaviour that is configured in the SMF/UPF) and support the N6-LAN traffic steering control and AF-influenced traffic steering control to be applicable to the same traffic simultaneously. The PCF provides the TSP ID(s) and the metadata (if available) in the PCC rules to SMF. The SMF provisions corresponding PDRs, FARs, QERs to support SFC.
-
The UPF serving as PSA uses TSP ID to steer traffic over N6-LAN. The UPF performs the necessary actions to enforce the Forwarding Policy. The UPF provides the metadata (if available) together with the traffic sent to the N6-LAN service functions.
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